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Abstract

A Vehicular Ad-Hoc Network or VANET is an emerging technology that utilizes the mobility of cars as nodes in a network scenario to create an entire mobile network. Every participating car is turned into a wireless router or node by VANET, thereby allowing the cars which are at an approximate distance of nearly 80 to 250 meters of each other to connect in and therefore a wide range network is established. VANET is a special application of MANET where the nodes act as vehicles by communicating with base station or other vehicles. This paper is mainly intended to improve the quality of service (QoS) in vehicular ad hoc network by analyzing parameters like throughput, End-to-End delay, Average jitter, etc in protocols like AODV, DSR and ZRP... The Simulations are implemented using Qualnet software.
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1. INTRODUCTION

If the cars fall away from the signal range and drop out of the network, remaining cars can join in, connecting vehicles to one another so that the mobile Internet is created. It is calculated that the first systems that would integrate this technology are police and flame vehicles, which are used to communicate with each other for security purposes [6]. The VANET has a vision to exchange the data using vehicles as a node so that it will be used for the applications like road safety, e-commerce and so on. It is a unique class of Mobile Ad hoc Networks (MANET), in which the nodes will be used as a vehicle for communication purposes with other vehicles or with the base station which acts as an alongside infrastructure for using protective and services applications [7]. Vehicular ad hoc networks (VANETs) is a subgroup of mobile ad hoc networks (MANETs) which distinguishes the property that all the nodes are using vehicles like cars, buses and motor cycles. This implies that movement of the nodes will be restricted by the factors such as road course and traffic regulations. Because of the movement of the node by some means of the fixed infrastructure in the network continuous access for the stationary networks could be easily achieved. The fixed infrastructure between the node and vehicles has been deployed at problematic locations such as slip roads and dangerous intersections. It is broadly accepted that the VANET must rely heavily on node-to-node communication [5]. There is no assurance that the nodes which were honest earlier may not be corrupted in the forthcoming circumstances. The detector-driven technique allows the nodes to detect if any wrong information is present in the nodes or not.

In this paper, the performance evaluation is compared and analyzed with some protocols like AODV, DSR, ZRP for VANET and the parameters like throughput (bit/sec), Average End-to-End Delay (sec), Average jitter is obtained. The graphical user interface unit of VANET is deployed to create the effective scenario in the simulation software, thereby all the analysis is easily and perfectly done.

Figure 1: Vanet architecture
2. PROTOCOLS ANALYSED IN THIS PAPER

1. AODV
2. DSR
3. ZRP

2.1 ADHOC ON DEMAND ROUTING (AODV)

AODV has a routing table and all of them will be guaranteed by a sequence of numbers. The routing table is updated when every node receives the control packet. The AODV routing protocol is developed for ad hoc mobile networks. It is capable of handling unicast and multicast routing. The AODV will be working only on demand. It has several advantages, namely, they are loop free and self starting [1]. The AODV develops a route using two routers one for route request and one for route reply. The route is maintained only when it is being used by the router and if it is not maintained properly the probable chances of getting expired is more. Source and destination maintain only one route in between them. AODV is attempted to improve the performance of DSR by maintaining the routing tables by maintaining that the data packets will not have a contain routes. The route is always maintained in between the nodes to communicate. This routing protocol will prefer on demand approach to find out the routes. If a source node wants to transmit the data packets at that time only the route will be established. The destination sequence number is used for identifying the most recent path in this protocol [2]. The main application of AODV and DSR is that, it is used for both wireless and mesh networks. Both of them will be demand-driven it will form only one route on demand. If a node receives an RREQ it may send an RREP to the destination. There is route for the destination or for the sequence number that will be larger than or it will be equal to the contained RREQ. In this case, it has a unicast RREP back to the source. The route will be established only when a source node wants to transmits the data packets. It deploys numbers of the destination sequence to trace the path which has been recently used. The main difference between AODV and Dynamic Source Routing (DSR) has been out from the fact that the source routing has been used for the purpose of data packet carried full path to be transverse [2]. There will be intermediate router occurring when the nodes are not within the transmission range for the purpose of communicating between the two nodes. The routing protocol does not exchange the information periodically on the demand approach. In an on-demand routing protocol, the source node floods the Route Request packet in the network when a route is not available for the desired destination. It may obtain multiple routes to different destinations from a single Route Request. The main difference between AODV and other on-demand routing protocols is that it uses a destination sequence number (DestSeq Num) to determine an up-to-date path to the destination.

2.1.2 DYNAMIC SOURCE ROUTING (DSR)

It is a simple and very effective routing protocol developed only for the use of multi hop networks which will be useful for mobile nodes. It performs only on demand basis. The DSR protocol will require every packet to carry the whole address from source to destination. For large networks the protocol will not be very efficient. By increase the amount of overhead carry through a packet it will automatically increase the diameter network. It is developed only for increase in the mobility rate at a range of about 200 mobile nodes that would be allowed. When change occurs in a network it reacts quickly but this protocol has low overheads. This protocol is created by two mechanisms but it is operated only on demand basis [9]. For mesh networks there are three mechanisms, namely, Suppress route discovery, Enable route discovery, Force route discovery. Networks using the DSR protocol have been connected to the Internet. DSR can interoperate with Mobile IP, and nodes using Mobile IP and DSR have seamlessly migrated between WLANs, cellular data services, and DSR mobile ad hoc networks. The DSR protocol is used mainly for the purpose of two main mechanisms, Route Discovery and another one is Route Maintenance, both of them combine together for allowing the nodes to maintain and discover routes to destinations in ad hoc networks. All the protocol operates fully on-demand, allowing the routing packet overhead of DSR to automatically scale the necessary and mandatory changes needed to react for the changes occurring in the routes currently. Using DSR, the network is completely belonging to self-organizing and configuring, which basically requires no existence of network infrastructure or administration [10]. The network nodes should cooperate to forward the packets between one other to allow communication between multiple hops between the nodes and not directly to the wireless transmission range which is present between one another [4]. The nodes in the network will join or leave the network, for wireless transmission conditions like interference change for the source. All routing has been automatically determined and it will be maintained by a DSR routing protocol. Since, the number or sequence of intermediate hops need to reach any destination that can be changed at any instant of time the resulting network topology may be very rich, dynamic and highly random. The DSR protocol allows nodes to dynamically discover a source route across multiple network hops to any destination in the ad hoc network. Every data packet sends and then carries its complete header, order the list of nodes through which the packet must pass, allows the packet routing to a trivially loop-free and avoiding the need for up-to-date routing information in the intermediate nodes through which the packet is forwarded.
2.1.3 ZONE ROUTING PROTOCOL (ZRP)

The zone routing protocol will be provided by the framework for other protocols. Neighbor discovery protocol will be used for the detection process. The size of the zone will be depending on strength of the signal, power which is available, node reliability etc. Zone Routing Protocol or ZRP was the first hybrid routing protocol with both a proactive and a reactive routing component [3]. The ZRP has been used to reduce the control overhead of proactive routing protocols and decrease the latency caused by route discovery in reactive routing protocols [5]. ZRP defines a zone around every node which consists of the node's k-neighborhood (that is, all nodes within k hops of the node). For inside routing zones the intra zone routing protocol is considered. In between the routing zones the inter zone routing protocol is used [5]. Although the nature of the ZRP protocol seems to be hybrid, to show that it is a hierarchical protocol, it is emphasized to point out that the ZRP is in reality a flat protocol. In hierarchical network architecture, two different protocols are maintained for communication among every individual cluster’s nodes and different clusters. The main difference here is that in the ZRP there is a one-to-one correspondence between nodes and routing zones, causing overlapping zones maintained by each individual node.

3. PERFORMANCE EVALUATION

The protocol performance is analyzed using the Qualnet simulator version 5.0.2. The simulation parameters used for simulating the scenario of vehicular ad hoc network is shown in the table 1.

<table>
<thead>
<tr>
<th>Table.1: Simulation Parameters</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>SCENARIO DIMENSIONS (METERS)</strong></td>
</tr>
<tr>
<td><strong>VERSION</strong></td>
</tr>
<tr>
<td><strong>ROUTING PROTOCOL</strong></td>
</tr>
<tr>
<td><strong>SIMULATION TIME</strong></td>
</tr>
<tr>
<td><strong>MAC PROTOCOL</strong></td>
</tr>
<tr>
<td><strong>NO OF NODES</strong></td>
</tr>
</tbody>
</table>

4. SIMULATION SCENARIO

![Figure 2: A Scenario illustrating the analysis of AODV, DSR and ZRP protocols in Vehicular Adhoc Network (VANET)](image-url)
5. SIMULATION RESULTS

Figure 3: Comparison of average jitter for AODV, DSR, ZRP.

Figure 4: Comparison of throughput for AODV, DSR, ZRP.

Figure 5: Comparison of end-to-end delay for AODV, DSR, and ZRP.

6. RESULTS AND DISCUSSIONS

In this paper, we are comparing the performance of three protocols in VANET using the parameters like throughput, Average jitter and End-to-End Delay using the software Qualnet 5.0. From the simulation results it is quite obvious that ZRP protocol has less jitter, when compared to that of AODV and DSR. Also when the throughput is analyzed, it is found to be that the DSR and ZRP has a similar performance but on close analysis it is found that ZRP has the highest throughput and AODV has the least throughput. Finally when End-To-End Delay is analyzed, ZRP proves to be more promising and versatile than the other two protocols.
7. CONCLUSION

In this analysis, the performance of ZRP, AODV and DSR is thoroughly analyzed and from the observations it is finalized that ZRP has a good performance when compared to the other two protocols and is well suited for all the applications concerning VANET.
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